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I’ll Keep On Top of Things
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Most IT security teams can’t keep up with the deluge 

of security alerts

Source: Ponemon survey of 700 enterprises with average 14,000 endpoints and 16,937 alerts per week



Ok, What Should We Do?

• Each ‘buzzword’ area is different…

• NGFW

• NGIPS

• Advanced Endpoint

• …don’t address them in isolation

• Do you know where your next adversary will attack you?

• So, where Is ‘The Right Place To Be’?
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• SIEM

• Sandboxing

• NAC



Philosophy for prevention
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Reduce attack surface 

area

• Enable business apps

• Block “bad” apps

• Limit app functions

• Limit file types

• Block websites

• Require multi-factor 

authentication

Prevent all known 

threats

• Exploits

• Malware

• Command & control

• Malicious websites

• Bad domains

• Credential theft

• Malware, phishing, 

parked URLs

• Static Analysis

• Dynamic Analysis

• Bare Metal Analysis

• Attack techniques

• Anomaly detection

• Analytics

Detect & prevent new 

threats

• All applications

• All users

• All content

• Encrypted traffic

• SaaS

• Cloud

• Mobile

Complete visibility



• All capabilities are natively integrated to work 

together

• Consistent security for all users, applications and 

locations

• Automated discovery and reprogramming of both 

the network and endpoint to prevent threats

6 |  © 2017, Palo Alto Networks. Confidential and Proprietary. 

TRANSLATING SECURITY INTO A PLATFORM APPROACH
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PALO ALTO NETWORKS - VISIBILITY

Next Generation 

Firewall

Aperture

Traps

Autofocus



PALO ALTO NETWORKS – THREAT PREVENTION

WildFire

Threat Prevention

PAN-DB URL Filtering

GlobalProtect

Exploit Prevention

Multi-Method Malware Prevention

WildFire

WildFire

Automatic Malware Remediation
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PALO ALTO NETWORKS - AUTOMATED INTELLIGENCE

Threat 

Intelligence

Cloud



PALO ALTO NETWORKS – REDUCE ATTACK SURFACE

Internet 

Perimeter

Campus CoreBranch Offices Data Center

End UsersCloud



PALO ALTO NETWORKS – REDUCE ATTACK SURFACE
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PALO ALTO NETWORKS – REDUCE ATTACK SURFACE

Internet 

Perimeter
Cloud End Users

Campus CoreBranch Offices Data Center



“IDC recently published 3Q16 market share data, which shows Palo Alto as the only major vendor that gained share on a year-over-
year basis in 3Q16. According to IDC, Palo Alto gained 214 bps to 17.6%, which is the #1 position
in the security appliance market. Check Point, Cisco and Fortinet all lost share y/y.”







Two Very Different Types of Security “Platforms”

Resulting in Minimal vs Tremendous Complexity

Others or

“Best of Breed”

Consistent, Comprehensive Security

Purpose-Built & Prevention-based

Consistent capabilities in all 

critical places its needed

 Integrated & Automated

Most Advanced Threat Cloud

Easiest to Eval, PoC, Operate

Stakeholder Impact

LEAST COMPLEX

Min # of GUIs

Min Overall Cost

Min Staff & Training

Min Gaps

Min Risk

Piecemeal Security System

Pieced Together

Detection more than Prevention

Partially Integrated & Automated

 Incomplete & Inconsistent 

capabilities where all its needed

Limited Threat Cloud & Intel

Hard to Eval, Config, Operate, Support

Stakeholder Impact

MOST COMPLEX

High # of GUIs

High Overall Cost

More Staff & Training

Many Gaps

Much More Risk



• Best of breed products

• Integrated together

• Simplifying security across the enterprise
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PALO ALTO NETWORKS PLATFORM SECURITY



Why Partner with Palo Alto Networks

• Life Time Value: 11.8 to 69.6 X initial purchase

• Proven Sales Process: Demo  Eval  Close = 58 Days

• High Partner Compensation: (15% - 23 % GM)

• Deal Registration provides 25% discount point advantage

• Protected for future renewals (annuity) – 98% renewal rate

• High services attach rate – Migrate customers to prevention platform

• 100% Channel
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NextWave At-a-Glance



Industry Q4'08 Q1'09 Q2'09 Q3'09 Q4'09 Q1'10 Q2'10 Q3'10 Q4'10 Q1'11 Q2'11 Q3'11 Q4'11 Q1'12 Q2'12 Q3'12 Q4'12 Q1'13 Q2'13 Q3'13 Q4'13 Q1'14 Q2'14 Q3'14 Q4'14 Q1'15 Q2'15 Q3'15 Q4'15 Q1'16 Q2'16 Q3'16 Q4'16 Q1'17 Q2'17

Public Sector

Public Sector

Media

Service Provider

High Technology

Financial Services

Aerospace & Defense

Retail

Aerospace & Defense

Media

Professional Services

Public Sector

Professional Services

Public Sector

Financial Services

High Technology

Insurance

Utilities

Financial Services

Financial Services

Public Sector

Public Sector

Insurance

Insurance

Financial Services

Top-25 customer buying behavior

69.6x lifetime value

(was 40.9 in Q2’16) 

$16.6Mn ticket

(was $11.4Mn in Q2’16) 

The green cell indicates the quarter of initial purchase. 

The orange cell indicates the customer’s first purchase of a multi-year contract.

The blue cell indicates each quarter a customer transacted with Palo Alto Networks.

Note: Fiscal year ends July 31.




